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Frequently Asked Questions for Next Generation Security Leader (NGSL)  
 

What is a Next Generation Leader Event? 

 

Next Generation Security Leader (NGSL) Events are peer-reviewed, research-based sessions that 

recognize evolving global risks that require collaborative and cross-functional security risk mitigation 

management. It’s geared for current and emerging risk mitigation practice leaders and their teams.  

 

NGSL leverages the SEC's Security Leadership Research Institute (SLRI) findings, studies and surveys. Also 

input from the Darla Moore International School of Business, Risk and Uncertainty Management Center; 

Kennesaw State, Coles College of Business; and successful practitioners. The SEC's Collective 

Knowledge™ approach informs and prepares leaders to be organizationally relevant and valuable for 

meeting rising global risk, regulatory and value performance expectations in their organizations.  

 

Why Attend? 

 

• Gain insight to successful approaches for brand protection and resilience.  

• Engage with security leaders who have demonstrated capability and value to executive and 

client stakeholders.  

• Expand confidence for aligning brand threats with ROI-capable opportunities and all-hazard risk 

mitigation solutions.  

• Differentiate products, processes and services for better outcomes.  

• Learn and share innovation and optimization for value contribution.  

• Spend a day with  colleagues, peers, staff and thought leaders to understand current, imminent 

and long-term future strategic needs to meet and exceed leadership expectations. 

 

What Takeaways do Participants Find Valuable? 

 

• Align organization risk priorities with management.  

• Build leadership and organizational feedback and confidence for your risk mitigation story.  

• Demonstrate return-on-investment.  

• Develop, engage and retain diverse talent. 

• Facilitate strategic leadership conversations. 

• Influence innovation investment and program proliferation.  

• Intelligently prioritize governance and regulatory compliance.  

• Insight with Security State of the Industry concepts and case studies for improved risk outcomes.  
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Are Certificates or Continuing Education Credits Available? 

 

Certificates are awarded once you complete the post event survey. ASIS - CPE and CPP and other 

continuing education requirements are possible. The Security Executive Council offers guidance for 9 

continuing education units, 6 classroom hours, management professional development, and 3 hours of 

related reading.  

 

What Kinds of topics do These Cover?  

 

• Aligning Board-level Risk and Mitigation Strategies  

• Trends and Requirements for Next Generation Executives  

• Operational Excellence from Security Operations Centers  

• Achieving All-hazard Preparedness for Resilience  

• Planning and Achieving Security’s Full Potential Value  

• Influencing Organizational Confidence, Brand Value and Loyalty  

• Managing Extreme Risks  

• Communicating with Performance Metrics  

• Adding Incremental Value with Mission Assurance and P&L Performance  

• Managing Information Protection, Breaches and Situational Intelligence  

• Compounding Security Value beyond Traditional Mission Performance  

 

More Questions? 

 

For additional information please contact: 

Dean Correia, SEC Emeritus Faculty at contact@secleader.com 
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